Attachment M: Scope of Work
RFP #: 25-79482 Victim Compensation Claim System (VCCS)
The purpose of this solicitation is to select a respondent that can satisfy the State’s need for a Victim Compensation System (VCCS). It is the intent of the Indiana Department of Administration (IDOA) to contract with a respondent that provides quality customer relationship management (CRM) for managing interactions with victims, advocates, service providers, law enforcement agencies, and prosecutor offices with respect to submission and processing of violent crime and sexual assault claims for the Indiana Criminal Justice Institute (ICJI).
[bookmark: _Toc161139453]Pain Points of Current Legacy System
Pain points in the context of this RFP refer to unrelenting challenges that victims, claimants, service providers, ICJI staff, and others face with the Victim Compensation Claim System (VCCS). 
· Process-related pain points
· Streamline processes to be more efficient.
· Workflow rules are challenging to consolidate and track.
· Unable to integrate with PeopleSoft to verify vendor id and claim payment status.
· Current software is outdated and requires significant updates.
· Current software poses unacceptable and potentially significant risks from a security vulnerability perspective.
· Productivity pain points
· Staff spend considerable time comparing claims from VCCS to PeopleSoft to determine whether it has been paid. While we have released the EOD from VCCS, it may not have been paid by the State Comptroller.
· Reporting capabilities are insufficient.
· Internal communication within the system is insufficient.
Test / Training Plan
User training will need to be provided to service providers and ICJI staff. This training can be provided using a blend of instructor-led onsite, instructor-led remote, web-based, computer-based training (CBT) modules, reference materials, etc.
Technical training will need to be provided to select ICJI staff who will support the daily operation of the system. It is preferred that the training be maintained within a Learning Management System (LMS); either vendor-supplied or the training modules should be provided to ICJI for import to the State of Indiana’s LMS, Success Factors.
It is expected that the Respondent will create user stories and test cases with input from ICJI staff.
Respondent is expected to provide both, separately, a testing and training plan.
Test types include:
· Acceptance Testing to ensure the end-users can achieve the goals set in the business requirements. This testing will be performed by ICJI users.
· Accessibility Testing to ensure the application is usable as a mobile app and web app, with consideration given to disabled persons.
· Ad Hoc Testing (chaos testing or monkey testing) should begin as soon as the build is in the checked sequence. This should involve one person doing the testing while another analyzes or reviews the results.
· Alpha Testing by the Respondent is expected to identify issues and errors in the complete software system, where they test the software from the perspective of an end-user. This testing will be completed before the software is released to ICJI for testing.
· Beta Testing by a group of end-users will be completed successfully before the application is released for production use. This testing occurs after the Alpha Testing but before launching the application for general use.
· End-to-End Testing will be performed to identify integration issues, performance bottlenecks, and functional defects that arise due to the complexity of the applications. Testing workflow from beginning to end to ensure everything functions as expected. Testing is not as extensive as other testing.
· Exploratory Testing will be conducted by ICJO without pre-defined test cases or scripts by exploring and experimenting with the application, allowing them to uncover unexpected defects or issues.
· Functional Testing should be performed to identify missing functions in the system. The goal is to determine if the system is working as intended.
· Integration Testing to ensure the Violent Crime, Sexual Assault, and Sexual Assault Kit Initiative modules interact successfully as a group.
· Performance Testing that assesses the performance and response time of the application under load. This testing should examine the software’s stability, response, reliability, and scalability.
· Recovery Testing to confirm whether the application can recover from crashes. The system should recover from failures or errors and resume normal operations without data loss or corruption. This includes software and hardware disruptions.
· Regression Testing, which is a part of System Testing, should check and detect if there is a result of changes to functionality or updates to the existing code base.
· Sanity Testing will be performed after software builds with minor changes I code or functionality, to ascertain that bugs have been fixed, and that no further issues are introduced.
· Security Testing to assess for resilience and identify vulnerabilities and weaknesses, and secure from internal and external threats.
· System Testing to ensure the entire application meets both functional and non-functional requirements, and is performed without knowing the internal structure, design or code used in the system.
· Unit Testing of each module (Violent Crime, Sexual Assault, and Sexual Assault Kit Initiative Tracking) separately. This will be done to ensure core functionality of each.
· Usability Testing to verify the system is easy to use. Focus will be on user interface (UI) and overall user experience (internal and external).
[bookmark: _Toc161139454]Summary Scope of Work
Crime victim compensation is intended to help crime victims recover from financial losses resulting from their victimization. Indiana’s program began in 1978 and is funded through both Indiana’s Victim Compensation Fund (IC 5-2-6.1-3), and the federal Victims of Crime Act Compensation Formula Grant Program, which disperses funds from the Crime Victims Fund to supplement a state’s efforts. 
The victim compensation claim program has long been viewed as a national leader due to program philosophy and victim-centered best practices that aim to screen crime victims “in” when determining eligibility and benefit payments, instead of screening victims “out.” Indiana categorizes victims in three ways:
· Primary Victim (someone directly harmed by a violent crime).
· Secondary Victim (immediate family members or household members of someone directly harmed by a crime).
· Homicide Victim Survivors (those related by blood or affinity to the deceased victim).
Benefit categories and benefit amounts differ based on the type of victim. The Indiana Criminal Justice Institute’s Victim Compensation Division (VCD) manages the Victim Compensation Claim System (VCCS), a database system from vendor BCForward. All data collected from the program is housed in the system and can be retrieved for the purposes of this project.
ICJI pays the following types of claims (subject to limits):
· Violent Crime Compensation Program: compensation claims including medical bills, out-patient services, mental health counseling, funeral and burial expenses, lost wages, loss of support, reasonable childcare services, limited attorney fees, crime scene clean-up and replacement of windows or door locks. It is important to note that ICJI is the payor of last resort. To protect the fund, any other private or public funding source must be pursued to satisfy the cost incurred by the victim before ICJI will consider reimbursement. The program also collects restitution ordered by the courts, tracks payments, and exercises subrogation rights. 
· Sexual Assault Program: This program is administered in tandem with the violent crime compensation program. It is similar but different from the compensation program. The sexual assault program pays costs related to evidence collected in the aftermath of a sexual assault. This program covers the cost for acute forensic medical exams and related additional related forensic medical services for adult and child/vulnerable adult. Providers submit bills directly to ICJI and the providers are reimbursed directly.
The VCD processes between 3,000-4,000 applications annually and pays out roughly $8M on average in expenses, including for sexual assault forensic exams. 
The successful Respondent will provide the goods and/or services to ICJI in accordance with the specifications as provided in this section. The Respondent must address in its proposal each specification in this section and indicate whether it will comply with the specification and provide information or explanation in support of how it will comply with each specification. If the context requires more than a yes or no answer or the section specifically indicates, Respondent shall explain how it will comply with the specification. Proposals must be fully responsive to and address each specification. Merely repeating the specifications may be considered non-responsive and may disqualify the Respondent. Proposals must identify any deviations from the specifications of this RFP or specifications the Respondent cannot satisfy. ICJI may reject any proposal that deviates from or cannot satisfy the specifications identified in this section.
A. General Requirements
Improve services to victims, claimants, advocates, law enforcement and providers, increase efficiency, reduce claims processing time, and address confidentiality concerns. With the implementation of a new claims document management system, beginning with the application and ending with the payment process, ICJI will have in place a state-of-the-art claims workflow system that supports digital records. It will provide a 360-degree electronic view of all claims that allows for minimum processing times for receipt and processing of applications and payments to victims and providers. The system will reduce response time and enhance services rendered.
The Respondent will be responsible to do the following:
· Minimum Requirement 1: Have successfully implemented a similar system for at least one state in the previous five (5) years.
· Minimum Requirement 2: Have available an electronic cloud-based platform. 
· Minimum Requirement 3: Vendor will provide system/application support during and after installation/deployment.
The system must have:
· User friendly, secure portals for filing applications, submitting bills, and accessing claim statuses:
· Internal (ICJI) interface components.
· External/public interface components.
· Robust internet portals for filing applications, submitting bills, and accessing claim statuses.
· Robust reporting system.
· Compartmentalization - The system and its reports will need to be customizable to the workflow and needs of each ICJI role (i.e., Supervisor, System Administrator).
The system must allow victims to apply for crime victim compensation online. It must also allow ICJI to accept electronic submission of bills and associated documents from providers. The system must allow online access to claim status. In addition, the system must be extremely secure, offer encryption, and comply with all applicable confidentiality and privacy requirements, such as HIPPA. 
The Respondent must develop and implement a complete cloud-based system, designed to support the victim compensation program's workflow for both Violent Crime and Sexual Assault claims workflow. The Respondent must establish a system that will interface with PeopleSoft, Indiana’s enterprise financial management system. 
· Establish a comprehensive audit trail for all activities performed within the system.
· Develop a database to increase efficiency and reduce claim processing time.
· Ensure the data collection portal can extract aggregate quantitative data regarding the compensation application and the victim who applied. The application should provide both a report writing tool and the ability to access the data directly using SMSS. The data should include but not limited to: 
· Applications Received by Crime Type.
· Applications Received by Claimant Type.
· Applications Received by Victim and/or Claimant Race/Ethnicity.
· Applications Received by Victim and/or Claimant Gender.
· Applications Received by Victim and/or Claimant Age.
· Application Status History (include status, date, time, and user) by Claim Type (Violent Crime vs Sexual Assault).
· Applications Approved by Claim Type (Violent Crime vs. Sexual Assault).
· Applications Denied by Denial Reason (Violent Crime vs. Sexual Assault).
· Claim Payment Volume and Amount by Crime Type.
· Claim Payment Volume and Amount by Expense Type.
· Claim Payment Volume and Amount by Crime Type and Expense Type.
· Claims by Service Provider.
· Claims by Claim Analyst.
· Accounts Payable Aging Report by Service Provider by Claim Type (Violent Crime vs. Sexual Assault)
· Sexual Assault Kit Initiative (SAKI) tracking.
· The contractor must migrate the data from the present system to the new system.
Current Claim Workflow
To assist Respondent with developing an initial scope of work, refer to the current simplified workflow. ICJI anticipates the design, development/configuration implementation and evaluation of this project should be conducted at deployment. In addition, long-term maintenance, technical assistance, and growth should be developed within the proposal and include estimated costs.
The system must provide the following elements:
· Enhance ICJI business process.
· Enhance ICJI claim auditing process.
· Manage payment required information for the Indiana PeopleSoft system, which is the statewide enterprise accounting system that standardizes the state's business processes.
· Ability to automate claims denial and appeal processes (update claim status, generate appropriate letters, attach letter to claim, send letter by email or print).
· Ability to complete tasks faster and in a timely manner through each segment of the claims process.
· Automate print jobs for notices, payments, letters, envelopes, explanation of benefits (EOB), and notice of awards (NOA).
· Ability to automate the creation of form letters/emails to victims, claimants, and providers with ease. Internal users must be able to edit form letters/emails. Letters/emails must have a static submit date once saved.
· Ability to print letters from current screen.
· Ability to generate multiple standardized form letters or emails by entering a series or list of claim numbers.
· Ability to send correspondence by way of emails from the system. This is to include mass mailings.
· Ability to store all letter/email records with their claims.
· Ability to track batch mailings.
· Ability to view and print file log containing history of changes/updates to the claim from current screen.
· Ability to have a claim note section. The note section must be searchable and printable from within the claim by ICJI staff (system administrator, supervisor, claims analyst, legal). Claim notes, once saved, should not be able to be deleted or modified except by those rules with appropriate security.
· Allow ICJI staff, when entering claim notes, to put them as ‘threads’ so they stay with a related note, rather than having a gap between related notes.
· Ability to have highlighting options for PDF documents or posted notes.
· Ability to show all activities for note section with time and date.
· Ability to print all claim notes, or any combination of notes, from a claim easily. Ability to convert the Notes into a Word document or PDF.
· Ability to print application and supporting documentation (attachments), either individually or as a batch (one vs. many).
· Ability to have unlimited/large character count for managing notes on the claim.
· Ability to archive (not delete) and remove messages older than 120 days from a victim's claim. Archiving will make the record inactive, while preserving the record and all associated data. We should be able to report on all archived data.
· Retention: Ability to archive (not delete) the following types of claims: 
· Eligible claims with no activity for over 18 months.
· Claims with an affirmed denial status.
· Other selected claims with no activity.
· Ability to manage and prevent accidental deletion of claim or payment records.
· Ability to automate the communication process with victims and claimants related to the status of the archived claims using email, text messages, and letters.
· Ability to have automatic logging of user actions down to the record level, with the ability to search, output, and print those logs. File logs must be read-only. Users must not be able to edit file logs unless they have the necessary security role.
· Ability to automate the processing of refunds, including notifications to selected users when award balance has been credited or changed. The refunded amount should be added to the aggregate award amount.
· Ability to have alerts, hard stops for many circumstances, including the use of current codes, functional areas, and dollar/cent limit combinations.
· Ability to customize the system's screen to create a complete view of each claim.
· Ability to collapse detailed categories and ability to hide/collapse attached documents.
· Ability to have matching key words option for search engine.
· Ability to have automated spell check and grammar check.
· Ability to add words to dictionary.
· Ability to assign different roles and responsibilities to staff.
· Ability to approve, deny, or request more information on claims and set up multiple layers of approval for each claim.
· System must handle looping back as new documents and information come in for a claim. There must be a simplified routing process.
· Read-only capability for certain data, consistent with function and task. Some data will not be able to be modified without required role security. For example, updating a victim/claimant date of birth, social security number, etc.
· Flexible rule-based system functions outside of the daily workflow, such as record purging, closed claims, and archiving. Create a feature to track these events.
· Enable document research by victim, claim, status, provider, account number, payment number, and other fields. This must be very fast and flexible, so that users can respond to phone calls from victims and providers. This allows ICJI to quickly locate and access documents (bills, letters, affidavits, etc.)
· Ability to have multiple claims open at a time and move them between multiple display screens.
· Ability to have fuzzy or Like search for victim's or claimant's name. This type of search looks for text that matches closely instead of exactly. It also helps find relevant results even when the search terms are misspelled.
· Ability to limit ability to edit existing notes. Read only for users that do not have role security to enter notes.
· Ability for users to "tag" other users in claim notes. Users should be notified when they are tagged in notes (with specific parameters). These notifications should be displayed in the user's dashboard.
· Ability for users to edit notes and attach documents at any stage of claim workflow.
· Ability to automatically save changes in claims and update record activity.
· Automated refresh in claims' screens.
· Ability to contact victims, claimants, and providers using ghost email/departmental email. The original sender and selected users/departments should be alerted when victims, claimants, and providers respond to the email and be able to access the response.
· Ability to communicate with victims, claimants, and providers through online portal using emails, texts, and account notifications that do not reveal ICJI user identity.
· Ability to separate attached documents by related service type.
· Ability to attach documents to claims at all stages in the claim process, including after the claim is closed.
· Ability to highlight information on attached PDF with save and print options.
· Ability to flag attachments for future reference.
· Ability to attach emails to claim.
· Ability to transfer or move claims between users within ICJI using simplified routing.
· Ability to automatically generate a unique Claim ID (i.e. S2023-00001, V2023-00005) when a claim record is created, whether the claim record is created internally by ICJI users or created in the online portal when external users initiate an application. Claim ID must remain attached to the claim throughout its lifetime, including after the claim is closed.
· Ability to automatically generate a unique Payment ID when a payment record is created, whether the payment record is created internally by internal users or created in the online portal when external users submit bills. Payment ID must remain attached to the payment throughout its lifetime, including after the payment is closed. 
· Spanish language options. 
· Security rights and privileges controlled by management system must support multifactor authentication (Access Indiana) for internal and external users.
· System must support role-based authentication.
· Vendor to migrate data from the current legacy system into the new application.
· The application should conform to the Assistive Technology Standard, within the State’s Information Security Framework, State Assistive Technology, and the State’s architectural standards.
Project Components
Conversion of ICJI’s workflow process, or business rules, beginning with the application (Intake) ending with the payment (Controller) under the Compensation Program and enhance the workflow process or business rules for the Sexual Assault Claim Program into an efficient electronic process. Also included is the Sexual Assault Kit Initiative (SAKI) and data migration from current legacy system. Processing claims is human-centric, and use of artificial intelligence (AI) will be limited if used at all; if used it may be for moving claims between statuses.

· System must utilize a fully configurable business rules management system.
· Business rules management system must allow authorized users to make modifications to the existing business logic.
· Document Management System (DMS) will comprise the functionality for storing of all claim-related documents and Sexual Assault Kits (including their status). The DMS will store documents hierarchically.
· DMS will be the central repository for the scanned image files of law enforcement reports, bills, application, etc.
· System will support multiple document types. For example, BMP, GIF, JPG, JPEG, PDF, DOC, DOCX, XLS, XLSX, CSV.
· The system will address functionality related to the storing of documents and routing of work items.
· System workflow will be driven by rules that can be edited by authorized users.
· Each action in the workflow results in an event where the work item is routed to the next queue based upon rules set forth in the rules engine.
· System will utilize an optional round robin algorithm for automatic assignment of work item. This ensures workload is distributed evenly among claims analysts. For example, Claims Analyst A receives the first claim; Claims Analyst B receives the second claim, etc. System Administrator and Supervisor roles should have ability to add or remove Claims Analyst from this process or modify the algorithm as needed.  An example where this may be used is when a Team Lead has other duties in addition to processing claims, so the system may assign them every 4th claim received. Updating the algorithm should be permitted only to those who have the required role security.
· All work assignments can be manually released and reassigned by the various queue managers.
· Documents and historical data in the current system is required to be migrated.
· User activity tracking reports are required.
· All data is encrypted at rest and in transit.
· DMS should allow ICJI staff to scan paper applications into the system as a PDF.
· Sexual Assault Kit Initiative (SAKI) tracking, and ability to link to a sexual assault claim.
· Data migration from the current legacy system includes, at a minimum:
· All claim-related data fields. Further analysis will determine which calendar years of data will be subject to migration.
· All attached file types. As of February 2024, the file types and count are:



· 


Page 2 of 2

· ASPX	1
· BMP	9
· CSV	28
· DOC	5,500
· DOCM	1
· DOCX	102,701
· DOT	2
· DOTX	1
· GOV/UPLOAD	3
· HTM	5
· HTML	1
· JPEG	49
· JPG	230
· MSG	674
· PDF	141,517
· PNG	28
· PS1	1
· RTF	7
· STATEMENTP	1
· TIF	3
· TXT	4
· WEBP	6
· WMA	1
· WPS	2
· XLS	636
· XPS	9


Online access component for victims, claimants, providers, and victim advocates:
Online portal as a front-end to ICJI’s regular internal process. Provide a web based public portal for submittal of victim compensation applications (including sexual assault applications), and bills from victims, claimants, advocates, and providers. Allow an unlimited number of external users who can attach an unlimited number of documents. The system must maintain an audit compliant history of external and internal user changes and updates. The system must support multifactor authentication for external users.
· Submitting applications online for both Violent Crime and Sexual Assault claims:
· A public portal for providers to submit bills and any other documents into the system. 
· Submitting applications and documents online:
· A public portal for submittal of compensation applications. Web application, which performs the core functions of the system. Online application process linked to workflow routing process with Spanish language option for victims, claimants, and service providers (external vs. internal users).
· Sexual Assault claims are limited to one (1) claimant, typically a hospital or sexual assault treatment center, per claim. For example, the claimant could be IU Health Center, but it could not be either IU Health Center or Dr. John Doe.
· There is a maximum of one (1) claim per sexual assault victimization, with each claim subject to payment limits. The system should not allow, without required role override authority, to enter more than one (1) sexual assault claim where the victim, date of birth, and crime date match a record in the system. This indicates a duplicate claim and triggers a system warning for external users.
· Violent Crime claim can have unlimited claimants per claim.
· There is no maximum number of claims per violent crime victimization, with each claim subject to payment limits.
· When a claim is created it should be validated for duplicates by comparing the victim or claimant’s last name, date of birth, and date of crime. Potential duplicates should result in a soft warning for the ICJI user, which can be overridden if ICJI staff determines it is not a duplicate and should be permitted to go through the normal claim workflow.
· Ability to differentiate between claims entered online vs those that were paper applications scanned and uploaded/entered.

· Claim number configuration:
· Sexual Assault Claims will be in the format SXX-YYYY where ‘XX’ is the last two digits of the year, and ‘YYYY’ begins at ‘0001’ and increments by one for each claim created. Example: S2023-0001, S23-00002 etc.
· Violent Crime Claims will be in the format VXX-YYYY where ‘XX’ is the last two digits of the year, and ‘YYYY’ begins at ‘0001’ and increments by one for each claim created. Example: V23-0001, V23-0002 etc.
· Ability to enter and track Sexual Assault Kits (including their status).
· Online automated bill process:
· A public portal for submittal of bills, out-of-pocket payment receipts, and insurance explanation of benefits. Public portal for providers to submit bills for dental, medical, counseling, funeral, pharmacy, and other bills. 
· Allow providers, and others as identified, the ability to access claim statuses and other identified claim information online. For example, with the necessary security validation, display the Claim Number, Crime Date, Victim Name, Claimant Name, Claim Status, Last Action Date.
· All providers enter CPT codes/descriptions. Allow two-way documented communication between ICJI and providers within the system.
· Ability to close and archive draft applications, which have been initiated but not submitted, after an established period.
· FAQ section for users regarding portal use or claims process with quick links to jump to specific sections. ICJI should be able to update/edit the FAQ.
· Soft stops for users when submitting incomplete applications. Users can initiate an application and exit the system without completing it and return later to finish the application. All information entered in the application should be auto saved so the user does not have to start the application over again. The user should also be able to perform manual saves.
· Ability for users to attach documents to their claim or bill throughout the lifecycle of the claim/payment. 
· Ability to warn providers of payer of last resort status when they submit compensation bills. 
· Ability to automatically convert attached and/or scanned documents to PDF. 
· Ability to restrict the file size and type of attachments, which will be scanned for viruses and malware prior to uploading.
· Ability for ICJI staff to manage and view all applications started, from draft to submission.

· Ability for outside parties to save claim information at intervals before claim submission. All information entered in the application should be auto saved so the user does not have to start the application over again. The user should also be able to perform manual saves.
· Ability to lock all application information after it is submitted. Allow authorized ICJI users to edit application information and maintain an audit log of the original field data, the new field data, the date, and time it was changed, and the user who changed it.
· After claim/application submission, the submission date must remain static.
· Initiation of an application must trigger creation of a unique Claim ID that remains throughout life of the claim, even as payments are made on the claim.
· When victim enters information into certain application fields (crime type, services requested, attorney involvement, etc.), additional, related required fields must appear for the victim to complete. This leverages dynamic pages based on the information entered.
· All data is encrypted at rest and in transit.
· Portal must be user friendly across multiple mobile devices and mobile web technologies.
· Ability to have a two-way communication notification feature that is secure, robust, and reliable with tracking options.
· Two-way communication must allow for the ability to attach documents. 
· External users should be able to opt into alerts by SMS, email, or portal message when new actions are required, they have received communication from ICJI staff in the portal, or the status of their claim/bill has changed. 
To access ICJI portals, providers, must first register and set up an account with Access Indiana. After registration activation, portal users automatically have access to the user access request portal. Victims, claimants, advocates, and providers will be allowed to submit applications, bills, and related documents online. The portal will allow users to check the status of existing claims associated with the account. Service providers will have the ability to submit claims and upload bills associated with their security information and PeopleSoft vendor number.
Victim, Service Provider access component for claim status
Provide a cloud-based public access portal for providing access to ICJI compensation claim payment information as well as Sexual Assault Kits and their status tracking. The system must maintain an audit-compliant history of external and internal user changes and updates. The system must support multifactor authentication for external users.
Requirements for cloud-based access portal for victims, victim advocates, and service providers
· Enable payment access. Including review of bills, payment recommendation, approved amount etc.

· Track access: login names, dates and times, and organization if an advocate or service provider.
· Ability for ICJI authorized users to obtain reports on login history.
· Keyword searches: Attorney name, Advocate name, Victim name, Suspect name, etc. This search ability would be useful if locating a claim in the event the claim number is not known.
· System must only allow users (advocates) to access information of victims where that advocate/organization is attached to the claim - based on roles and permissions.
· System must provide an option for the user to login, request approval to access claims or check claim and payment statuses.
· Ability to have two-way communication with the options to provide claim status updates and requests for additional information.
· Ability to allow providers/victims/claimants/advocates to upload attachments (i.e. BMP, GIF, JPG, JPEG, PDF, DOC, DOCX, XLS, XLSX, CSV). All attachments will be scanned for viruses and malware prior to uploading.
· Ability to alert victims and advocates to duplicate applications based on victim name, date of birth, date of crime.
· The system must provide the user with read and print only access.
· The system must display a grid with the payee information, amount paid and claim number.
· The system must provide the option for authorized users to generate a report for the law enforcement or prosecutor offices. This may include payment and restitution.
· The system must calculate the total paid amount for medical expenses and non-medical expenses.
· Order of payment for services on approved claims, as defined in Indiana Code.
· Attorney Fees (if victim/claimant attorney successfully represents them during an appeal hearing).
· Medical
· Funeral/Burial (maximum $5,000)
· Ambulance
· Dental
· Pharmacy
· Forensic Exam
· Crime Scene Clean Up
· Replace Door Locks/Windows
· Counseling (maximum $3,000)
· Out-of-Pocket (regardless of service type)
· Loss of Income
· Loss of Support
· Childcare
· Emergency Shelter Care
· Other
· Calculation Logic.
· If the total for a group is less than the funds available, pay them in full.
· If the total for a group is more than the funds available, pay a percentage of each that totals up to the funds available.
· Subtract the payment from the funds available, then move on to the next group.
· Example 1 – Sexual Assault Claim (no claim maximum)
Medical 	$7,738.25
Ambulance	$1,850.00 which is denied.
Pharmacy	$300.00 which was out-of-pocket for victim.
Forensic Exam	$3,000.00
Counseling	$2,000.00 with $500 in deductions for insurance
Other	               $4,000.00

Maximum Allowed	$99,999.99 includes all except Funeral.
Maximum Funeral	$5,000.00
Reductions	               $500.00 -
Available	               $104,499.99

Available	$104,499.99
Medical 	$7,738.25 -
Available	$96,761.74
Ambulance	$0.00 - (denied)
Available	$96,761.74
Forensic Exam	$3,000.00 -
Available	$93,761.74
Counseling	$1,500.00 - ($500 was a deduction)
Available	$92,261.74
Out-of-Pocket	$2,000.00 - (Pharmacy)
Available	$90,261.74
Other	               $4,000.00 -
Available	$86,261.74
· Example 2 – Violent Crime Claim ($20,000 maximum)
Medical 	$7,738.25
Ambulance	$1,850.00 which is denied.
Pharmacy	$300.00 which was out-of-pocket.
Counseling	$2,000.00 with $500 in deductions
Other    	$4,000.00
Maximum Allowed	$15,000.00 includes all except Funeral.
Maximum Funeral	$5,000.00
Reductions	               $500.00 -
Available	               $19,500.00
Available	               $19,500.00
Medical	                              $7,738.25 -
Available	                $11,761.75
Ambulance	                $0.00 - (denied)
Available	                $11,761.75
Counseling	                $1,500.00 - ($500 was a deduction)
Available	$10,261.75
Out-of-Pocket	$2,000.00 - (Pharmacy)
Available	$8,261.75
Other	               $4,000.00 -
Available	$4,261.75
· Example 3 – Sexual Assault Claim (no claim maximum)
Medical	              $50,000.00
Ambulance	$5,000.00
Pharmacy	$2,000.00
Forensic Exam	$8,000.00
Counseling	$6,000.00 subject to maximum $3,000
Other	               $4,000.00 with $500 out-of-pocket
Maximum Allowed	$99,999.99 includes all except Funeral.
Reductions	               $500.00 - 
Available	               $99,499.99

Available	$99,499.99
Medical 	$50,000.00 -
Available	$49,499.99
Ambulance	$5,000.00 -
Available	$44,499.99
Forensic Exam	$8,000.00 -
Available	$36,499.99
Counseling	$3,000.00 - (Max $3,000)
Available	$33,499.99
Out-of-Pocket	$500.00 - (Other)
Available	$32,999.99
Other	               $4,500.00 -
Available	$28,499.99
· Example 4 – Violent Crime Claim ($20,000 maximum)
Medical	               $50,000.00
Funeral/Burial	$7,000.00 subject to maximum $5,000
Ambulance	$5,000.00
Pharmacy	$2,000.00
Counseling	$6,000.00 subject to maximum $3,000
Other	               $4,000.00 with $500 out-of-pocket

Maximum Allowed	$20,000.00 includes all except Funeral.
Maximum Funeral	$5,000.00
Reductions	$500.00 - 
Available	$24,500.00

Available	$24,500.00
Medical		$15,000.00 - (Max $15,000)
Available	$9,500.00
Ambulance	$0.00 -
Available	$9,500.00
Counseling	$0.00 - (Max $3,000, Included in $15,000)
Available	$9,500.00
Out-of-Pocket	$500.00 - (Other)
Available	$8,000.00
Other    	$0.00 - 
Available	$8,000.00

· If the claim is approved for a reduced award, a full award, or counseling-only award, the external user must have access to all payouts to the victim/claimant and providers.
· The system must calculate the total paid amount for medical expenses and non-medical expenses in a report. If the claim has committed amounts listed, refunds, or if the claim is denied, the user must not have access to this information.
· Ability for internal, non-IT level users to link multiple external user accounts and dictate permissions for each through Access Indiana, which will provide authentication. The VCCS will still control authorization.
· The system will be permission-driven with specific parameters.
Requirements for the web-based access portal for Sexual Assault Program providers:
· Sexual Assault Program payment screen (claim submission screen) will mimic the billing statements, for each service type, with flexibility to make changes.
· Ability for providers to submit claims using the same format as ICJI’s standardized Application for Benefits Sex Crime Victim Service Fund (State Form 241). 
· Users can visit ICJI’s portal to perform various actions in the context of billing.
· Before a claim can be paid, providers are required to have a vendor ID with the Indiana State Comptroller’s office. To obtain a vendor ID, the following forms are required: 
· Complete the Automated Direct Deposit Authorization Agreement (State Form 47551).
· Complete Request for Taxpayer identification Number and Certification (Form W-9). 
· Mail both forms to:
              Indiana State Comptroller
200 W Washington St, Room 240
                                                                 Indianapolis, IN 46204
· Ability to submit supplemental bills.
· The provider’s information will be linked to the state assigned vendor number (PeopleSoft assigned number).

· Ability to have two-way communication with providers with the options to provide claim status and request additional information.
· Ability to have a dropdown list of denial reasons for claims that did not meet the criteria for payments.
· Ability for providers to access and print a list of all payments made to their facility. This is not a HIPAA compliance issue as medical information will not be disclosed. This list will consist of the victim/patient’s name, service date, billed amount, paid amount, etc. 
· Ability to check a claim being entered/submitted against existing claims to avoid duplicates based on the following elements: Victim's name, Victim's DOB, Crime date, last 5 digits of the victim’s SSN.
· Ability to have messages pop-up about claim status, missing required information, missing special documents, successful submission etc.
· Ability to automatically generate a unique claim ID with claim initiation.
· Ability to link a sexual assault claim to Sexual Assault Kit Initiative (SAKI) tracking.
Separate processes or links for online portal
Users should have the ability to visit ICJI’s online portal to perform various actions in the context of submitting applications, submitting bills, uploading documents, creating claims, and checking claim status.
These functions should be separate in the portal, and it should be clear which items or functions are available:
· Registration Process.
· Log in to ICJI Violent Crime Compensation Program.
· Log in to ICJI Sexual Assault Compensation Program.
· Log in to ICJI Sexual Assault Kit Tracking.
· Submitting a Victim Compensation Application.
· Submitting a Sexual Assault Compensation Application.
· Submitting a Sexual Assault Tracking Kit.
· Checking a claim status.
· Frequently Asked Questions (separated by subject type e.g., criteria, counseling, lost wages, restitution, Compensation Program, Sexual Assault Program, etc.).

Online Pop-Up Claim Status
· Provide victims, claimants, advocates, and providers a description of the claim status.
· Provide a message when claims or bills have been successfully submitted.
· Provide a system-generated claim number at the beginning of the claim submission process.
Online Look-Up (claim status search) Module
· Create a look-up module that allows advocates, victims, claimants, and providers to check the status of claims.
· Users must be required to access the system using a username and password.
Online Look-Up (kit status search) Module
· Create a look-up module that allows advocates, victims, and providers to check the status of a sexual assault kit.
· Users must be required to access the system using both the kit number and pin number.
Online Survey Option
· Send surveys via email addresses in given time frame. This would not be automatic, but scheduled by ICJI roles with necessary security, and only to those victims, claimants, and providers that are selected to receive the survey.
· Use fillable forms.
· Create a non-responding option. If they survey is sent out, but not returned or answered. 
· Able to report on survey responses and statistics. For example, number sent, number answered, metrics on how each question was answered and frequency, etc.
Important Features for Online Portal
· Must generate reports on activity history.
· Must provide external users read and print only access when reviewing claim and payment status.
· Must display a grid with payee information, amount paid, and claim numbers.
Maintenance and Support
· Provide times/days vendor will receive program issues. This is a set day of the week when vendor will receive, and respond to, bug fixes and code updates, and will follow an established software development lifecycle (SDLC).
· Provide vendor response times to user issues.
· Vendor Helpdesk available during the hours of 8:00 AM to 4:30 PM, Eastern Standard Time; staffed by people who can explain complex technical details in layperson's terms.
· On-site vendor support if necessary.
· Specific point of contact for issues extending beyond helpdesk capabilities.
· Vendor in-person/web-based training for ICJI users upon completion and acceptance of new system.
· Specific vendor in-person/web-based training for non-IT level and IT level administrative users.
· Ability to document technical assistance provided to users.
· Electronic signature capabilities - must integrate with DocuSign.
· Meets State security standards and meets FedRAMP requirements for standardized security.
· Unlimited number of users on the portal and no Login/Access charges applied.
· Unlimited number of documents uploaded and no limit on storage. 
· Two-way interface with the Indiana Comptroller’s financial system (PeopleSoft) via batch processing and API integration. Processing using defined file structures that are sent on a daily, weekly, and monthly basis.
After implementation, the Administrator shall begin providing system maintenance services to support the processes of the system’s infrastructure and ensure availability to stakeholders. The Administrator shall manage and complete system maintenance activities associated with the solution starting at the full implementation of the solution until the Contract’s base period end date. This work shall not include the responsibilities of the Administrator related to the warranty period (i.e., defect resolution shall be covered by the warranty period).  
The Administrator shall, at a minimum, provide the following system maintenance services:
1. System Maintenance. The Administrator must plan and execute tasks required to ensure that all solution components stay relevant and useable. This support includes resolution of technical issues, application of patches, preventative maintenance, planning/execution of upgrades, and regular performance monitoring and performance reporting. 
2. System Performance Monitoring and Reporting. The Administrator must utilize an issue tracking and management system to monitor and troubleshoot all solution components. The Administrator shall work with the State to plan and communicate scheduled maintenance or emergency maintenance as soon as the Administrator knows that maintenance will be needed. The Administrator shall submit system performance and monitoring reports, regular submission reports, and real-time data submission status reports, in accordance with State requests. 
3. Incident Management. The Administrator shall work with the State to generate an agreed upon incident and disaster response plan that explicitly defines roles/responsibilities and actions to be taken to respond to incidents and disasters. The Administrator shall properly plan and conduct services to minimize the occurrence of incidents and/or problems with the solution components and service delivery. If incidents and/or problems arise, the Administrator shall work with the State to resolve issues in a timely manner based on the severity/priority levels determined by the State. Additionally, the Administrator shall have a formal Disaster Recovery Plan that describes all disaster recovery activities and contingencies.
4. Help Desk Services. System users (including State staff, third party State Administrators, and all other potential users) shall have access to a technical help desk that provides answers to solution questions and addresses solution issues that arise. The Help Desk will route policy or training questions and issues to correct Administrator. The Administrator shall lead and staff the Help Desk team and include embedded staff from the State, if requested. 
Post-Implementation Releases
For all releases after the solution has been implemented, the Administrator shall develop and execute Release Plans and distribute release notes describing specific changes that are part of the release. The Release Plan shall include but not be limited to, the following processes and activities:
a. Establishment and implementation of plans and procedures for the Release Management function.
b. Rollout Planning – Plan for and schedule rollout of new services or sites.
c. Release Planning – Plan for, coordinate, and schedule releases of new versions of the software, data, procedures, and training.
d. Rollout Management – Deliver services to new sites or existing sites.
e. Release Control – Monitor the release process and adhere to release schedules.
f. Migration Control – Coordinate the promotion of new releases from development to test to production.
g. Release Testing – Coordinate the actual testing of releases/updates. This includes specific tests for the new functionality and a set of regression tests that confirms key functionality that was already in place will continue to function as expected and is not negatively affected by the current release.
h. Software and Data Distribution – Verify delivery of the correct versions of the software, data, or configuration releases to all locations, regardless of hardware type (server, workstation, laptop, etc.).
i. Training – Train relevant stakeholders on the new processes and functions associated with the release.
Warranty
The Administrator will warranty the solution against any defects for a period of 365 days after implementation. Defects are errors or issues found after UAT that are rooted to an original requirement of the system. Defects can range from system failure (where no further processing is possible) to minor cosmetic changes (e.g., usability errors). All defects that are identified after UAT shall be covered by the warranty period.
Determination of defects after implementation will be reviewed by the State. Review will consist of analyzing the system issue with tools to determine if the cause is a true defect. Any resulting work effort to fix a defect or make changes to the system will follow State-approved processes. The State has a 90-day window (from each Go-Live) to identify defects, however, the warranty period will be extended until the defect and any connected defects are remedied.
Overview of Functional Operations
	Step
	What Happens

	Victim Support
	This is Intake. Create claims. Review the application. Screening process. Obtain documents. Contact victim, claimant, referral source, Law Enforcement Victim
Advocate, and other parties associated with the claim.
Claimant/Victim receives a letter confirming receipt of application. Select letters will be available in Spanish as determined by ICJI.

	Eligibility Services
	Follow-up with Law Enforcement and Providers. Contact Victims/Claimants. Make eligibility recommendation to Division Director. Claimant receives eligibility letter or denial letter, or claims are presented for additional review.

	Compensation Recovery (Restitution)
	Contact Attorneys. Communicate with the court system. Contact Victims/Claimants. Restitution/Subrogation. Compensation claims moved from Eligibility Services go through Compensation Recovery. Victim/claimant receives letter about responsibility in the case of court ordered.
restitution or receipt of a settlement.

	Processing Services
	Payment/Reimbursement. Process eligible bills and expenses. The most complex processes within ICJI. Obtain proper medical and lost wage.
document(s). Contact Providers/Victims, Payment/ Reimbursement process. All payments are processed through the Indiana Comptroller’s office using PeopleSoft. ICJI’s system must have two-way communication with PeopleSoft. Send bills, receive info about whether a bill is accepted or rejected. Add info to appropriate ICJI record if accepted. Make analysts aware of rejections.



Victim Support
Victim Support is the first step in the claims process.
· Primary duties to the claim/payment process are to set up new claims.
· Make contacts with victims/claimants/providers/law enforcements/victim advocates for necessary documents.
· After meeting the criteria for a complete application, a new claim will be reviewed for eligibility and recommendation. 
· Contact Law Enforcement (i.e., police reports), Victims, Claimants, Advocates and Providers.
Must Have List
· Ability to have soft stops for possible duplicated applications based on crime date, victim name, victim social security number (last 5 digits), and date of birth.
· Ability to have preliminary steps and minimum requirement to create a claim: name, date application received, last 5 digits of SSN, date of birth, and crime date.
· Ability to identify and manage companion claims (direct victim's claim and multiple immediate family member claims). Fields within companion claims must auto populate regardless of the stage of the direct victim's claim.
· Ability to identify and manage cross reference claims (a single criminal incident with multiple victims). Fields within cross reference claims must auto populate regardless of the stage of first victim's claim.
· Ability to have a color-coded alert for companion claims and cross reference.
· Ability to have a color-coded alert to identify the same victim with multiple crime related incident and different crime dates linked to multiple claims in the database.

· Ability to auto-populate like information to or from existing companion claims or cross reference claims. 
· Ability to merge claims as needed. 
Eligibility Services
Eligibility Services is the second step for compensation claim processing. Determines eligibility of all new pending claims, based on specific criteria multiple criteria.
· Innocent victim of a violent crime or sexual assault where the victim received physical/bodily injury because of the crime.
· The victim incurred at least $100 in out-of-pocket expenses for treatment of physical/bodily injuries, or $100 in lost income.
· Victim of a violent crime which must have occurred in the State of Indiana.
· A surviving parent, spouse, dependent child or other legal dependent of an innocent victim who has been killed because of any violent crime in Indiana.
· A person who was injured or killed trying to prevent a violent crime or giving aid to a law enforcement officer.
· Family members of victims who have paid a portion of funeral or burial costs.
· Children who were legal dependents to the violent crime but were not physically injured.
· Victim of a violent crime must not have participated in, attempted, or committed a criminal act that resulted in physical/bodily injury.
· Victims of violent crime must not have been incarcerated, whether pre- or post-adjudication, at the time they sustained physical/bodily injury.
· Violent crime must have occurred within the past two (2) years.
· Crime must have been reported to law enforcement within seventy-two (72) hours (except Sexual Assaults are not required to be reported to law enforcement).
· Victim or survivors must cooperate in the investigation and prosecution of the crime.
Must Have List
· Ability to have denial codes and denial reasons accessible and modifiable by authorized users.
· Ability to have a drop-down menu for denials, with codes, law, reason.
· Ability for users to edit and select existing data if the application was created by ICJI. 
· Ability to have a file log with large character count and formatting options for recording facts in the claim during the eligibility stage.

· Ability to make fields available or unavailable based on claim eligibility status (e.g., Once a claim is deemed eligible, fields related to other eligibility decisions are grayed out.).
· Ability for like information to populate in death claims with multiple claimants.
Compensation Recovery
Compensation Recovery is the third step for claim processing.
· Responsible for recoupment of monies ordered by the court in criminal matters, and monies awarded in civil matters related to eligible compensation claims.
· Most claim movement is manual.
Must Have List
· Create an online feature allowing victim advocates access to claim status. This is not a HIPAA compliance issue as medical information will not be disclosed. This list will consist of the victim/patient’s name, service date, billed amount, paid amount, etc. 

· Ability for victim advocates to generate claim status reports in "real time" in preparation for court.
· Generation of payment summary reports-based security information submitted by victim advocate - must be able to be printed and saved as PDF.
· Ability to manage deductions: Deduction relates to amounts, not percentages. If the court ordered restitution to the victim, then deduct that amount (not percentages) from the awarded claim and route to Processing Services queue. Then, continue to process the claim as normal.
· Ability to track restitution ordered by judges. This information, if received, may occur years after a claim has been submitted.
· Ability to add/post restitution information (as it is paid to ICJI) to closed claims.
· Ability to have an automated process to prevent payments on claims until compensable bills exceed the restitution amount ordered.
· Ability to have a rule for maximum award linked to restitution amount ordered by the courts = equals restitution amount plus the compensable payment amount, not to exceed $15,0000 without an override: Ability to manage the accounting on claims until bills submitted equal restitution awarded.
· Re-routing feature: Ability to manually re-assign a claim when required.
· Companion Claims: All indirect victims' claims will be routed with an alert.
· No Suspect Listed: Claims with no suspect(s) will trigger an alert.
· Ability to receive alerts when any information is updated in the system, if ICJI user choose to receive those system alerts.

· Ability to manage claims established to be offset for court ordered restriction or subrogation.
· Ability to manage reports to Attorney related to subrogation.
· Generate a disbursement sheet and cover letter for ICJI’s payment history on the claim.
· Display: attorney, settlements, payments received, responses to requests for letters of protection and letters of representation.
· Ability to have multiple statuses for claims, including:
· Initiated: Application has been initiated (online or paper) but has not been submitted.
· Submitted: Application has been submitted for review and assignment (Supervisor will assign to a Claims Analyst).
· In Process: Application has been assigned to a Claims Analyst.
· Approved: Application has been recommended for approval.
· Denied: Application has been recommended for denial.
· Closed-Approved: An approved application, after all submitted bills have been paid, can be closed with no additional work planned.
· Closed-Denied: An application that was denied is then closed with no additional work planned.
· Closed-Incomplete: An application that was Initiated but not Submitted within 45 days will be closed (automatically) as incomplete.
· Reopened-Appeal: An application that was Closed for any reason is reopened based upon claimant appeal. Supervisor will need to assign to a Claims Analyst as Reopened-In Process.
· Reopened-In Process: Reopened claim is assigned to a Claims Analyst for work (i.e., processing additional bills received).
Processing Services
Processes payments to victims, claimants, and providers. Claim Analysts review bills submitted to ensure that the bills are for treatment related to the crime (under the Compensation Program) or for evidence collection/STI prevention (under the Sexual Assault Program). All payments are processed through PeopleSoft. ICJI’s new system must have two-way communication with PeopleSoft. The PeopleSoft interface file structure will be provided to the selected vendor. Allow vendor record information to integrate with VCCS.
· Processing Services – Compensation Program
This is the most complex part of the claim process. Payment workflow is an ongoing sequence of stages, steps, tasks, or events pending an actionable item or event. A claim is an evolving process. Ongoing payments for one claim can span several years.
· The claim payment process begins with a new claim received.
· Eligible bills can be paid until the claim reaches its max limit.
· Constants exist for max totals for specific types of payment.
· ICJI pays for medical bills, medication, lost wages, counseling, dental, funeral, and out of pocket expenses. 
· Must Have List
· Ability for full, two-way integration with PeopleSoft financial systems payments to be made daily, pay dates added to claim.
· PeopleSoft information automatically added to claim in system. Necessary PeopleSoft information includes document dates, document number, check number, ACH number, name and date of file sent to PeopleSoft.
· Ability to have a separate pending PeopleSoft process. This would be a queue where a payment file has been generated for PeopleSoft, yet VCCS has not received confirmation back from PeopleSoft confirming payment details.
· Automatic notifications and functions for PeopleSoft. This involves creating two file types for ingestion into PeopleSoft for payment processing.
· Ability to conduct an internal audit of all payments prior to submitting to the PeopleSoft process.
· Ability to make corrections or changes on those pending PeopleSoft payments.
· Ability to automate payment status: payment status, payment number, account number.
· Ability to auto-populate the provider's vendor (PeopleSoft) number on claim forms when billing using the online portal. VCCS should have the ability to perform a lookup from PeopleSoft to obtain the vendor number. If a vendor number is not found that field would be left blank and populated later.
· Ability to process reoccurring payments/reimbursements to the same victim for the same compensable service type with editing ability: Enable an Out-of-Pocket document created by completing certain fields. If the claimant is selected as payee, then display options for completion:
· Medical
· Funeral/Burial
· Ambulance
· Dental
· Pharmacy
· Forensic Exam
· Crime Scene Cleanup
· Replace Door Locks/Windows
· Counseling
· Out-of-Pocket
· Loss of Income
· Loss of Support
· Childcare
· Emergency Shelter Care
· Other
· Generate an explanation of benefit (EOB) document for Peoplesoft. Create a special document for this function, to repeat the same service type. This document/file should be saved within the system for audit purposes and should not be editable. ICJI users should also export/save the file to an external location for further submission to PeopleSoft.
· Ability to automate the process to generate Explanation of Benefit (EOB) letter after entering invoice data out of pocket expense with email options.
· EOB will not be generated if certain fields in the payment are not completed. If the required fields are not completed, the user will be alerted to the specific fields left empty.
· Ability to issue award documents to victims, claimants, and providers.
· Ability to print the Notice of Award (NOA) for victims/claimant.
· Automatically generated timestamp and initials of user processing payments.
· Ability to generate standardized form letters with provider addresses, based on PeopleSoft provider assigned number and victim claim ID. Letters must be able to automatically include data from fields in the claim.
· Ability to update notes on closed invoices/payments and the same payment amount when entering recurring payments for services. An example of recurring payments would be bills for counseling.
· Ability to have claim status and payment status available "at a glance" in a grid.
· Ability to manage, monitor, and prevent duplicate payments with soft stops when a combination of fields in payments are identical (PeopleSoft vendor number, provider name, victim name, date of service, payment amount etc.). After examining other related services/payments, a customized message should accompany the request for the existing payment, prompting the user to ensure the payment is not a duplicate.

· Special service type parameters include, but are not limited to:
· Counseling: Calculate 180 days from the 1st date of service to be displayed on payment screen, total sessions for the claim and total sessions processed for current payment, tracking of incremental counseling
· Processing Services – Sexual Assault Compensation Program
This is the most complex part of the claim process. Payment workflow is an ongoing sequence of stages, steps, tasks, or events pending an actionable item or event. Under the Sexual Assault Program payments are for evidence collected from the body of a crime victim, lab work, treatment for infections/diseases, and medications related to the treatment.
The process is primarily between ICJI and providers (hospitals, medical facilities, etc.)
· Must Have List
· Ability for full, two-way integration with PeopleSoft financial systems payments to be made daily, pay dates added to claim.
· PeopleSoft information automatically added to claim in system. Necessary PeopleSoft information includes document dates, document number, check number, name and date of file sent to PeopleSoft.
· Ability to have a separate pending PeopleSoft process.
· Automatic notifications and functions for PeopleSoft.
· Ability to conduct an internal audit of all payments prior to submitting to the PeopleSoft process.
· Ability to make corrections or changes on those pending payments.
· Ability to automate payment status: payment status, payment number, account number.
· EOB will not be generated if certain fields in the payment are not completed. If the required fields are not completed, user will be alerted to the specific fields left empty.
· Automatically generated timestamp and initials of user processing payments.
· Ability to generate standardized form letters with provider addresses, based on PeopleSoft provider assigned number and victim claim ID. Letters must be able to automatically include data from fields in the claim.
· Ability to update notes on closed invoices/payments and the same payment amount when entering recurring payments for services.
· Ability to have claim status and payment status available "at a glance" in a grid.

· Ability to manage, monitor, and prevent duplicate payments with soft stops when a combination of fields in payments are identical (PeopleSoft vendor number, provider name, victim name, date of service, payment amount etc.). After examining other related services/payments, a customized message should accompany the request for the existing payment, prompting the user to ensure the payment is not a duplicate.
· Processing Services – Sexual Assault Kit Initiative (SAKI) Tracking Program
The process is primarily between ICJI and providers (hospitals, medical facilities, etc.)
· Must Have List
· Ability for providers to enter a Sexual Assault Kit and maintain/update its status.
· Ability for victim to check the status of the Sexual Assault Kit using both the kit number and associated pin number (pin number will be system generated and stay with the kit for its lifetime.
· ICJI authorized staff should have the ability to update the kit number should it have been entered incorrectly, as well as the kit’s status.
System Must Have Features:
· Internal User Dashboard:
· Ability to display information briefly.
· Ability to manage claims workflow.
· Ability to view data in real-time.
· Ability to alert users of new documents attached to claims.
· Ability to show touches on each claim. Any time a claim is opened, log the date, time, username, screens viewed, and changes made to data. Include field data PRIOR to the change, and the data AFTER the change.
· Daily activity calendar: ability to identify and retrieve claims worked on the previous working day; list claims in progress by user; display counts and create personalized lists.
· Ability to show daily activity reports on dashboard (claim counts, rejected claims and payments, amount spent). The display of these reports is permission based.
· Ability to drill down into detailed data.
· Payment and Refund Grid: 
· Sources for fields, but not limited to:
· Claim number.
· List of payments.
· Payment amount.
· Payment date.
· Vendor information.
· Account numbers (option for multiple account numbers on single payments).
· Date of service
· Service type. 
· Comment box/description/drop-down box.
· PeopleSoft Vendor ID.
· Payment related documents attached to each payment (medical claim forms, explanation of benefit, notice of award, etc.)
· Fiscal codes.
· View information (service dates, provider name, account number, bill amount, reductions, out-of-pocket expenses, etc.) by payment type:
· Medical
· Funeral/Burial
· Ambulance
· Dental
· Pharmacy
· Forensic Exam
· Crime Scene Cleanup
· Replace Door Locks/Windows
· Counseling
· Out-of-Pocket
· Loss of Income
· Loss of Support
· Childcare
· Emergency Shelter Care
· Other

· Workflow Queue: 
· Ability to have a sortable, filterable list of records using criteria relevant to ICJI’s workflow.
· Ability for ICJI users to organize and manage both claim records and payment records in the workflow.
· Ability for managers and designees to always have access.
· Ability to have departmental, working, and personal queues for ICJI users.
· Ability to have personal queues made available to other users, when necessary.
· Ability to have a separate queue for PeopleSoft pending internal approved payment(s).
· Round-Robin Assignment: 
· Ability to have automatic assignment of claims and/or payment records to appropriate users.
· Managers must be able to override the automatic assignment and dollar and cent amount caps.
· Ability to manage assignment rules.
· Ability to have an automatic assignment process for eligible claims.
· Ability for manager to manually change rules for automatic assignment.
Alerts and Notifications:
· Automatic hard and soft stops when the allowable limit for a claim award or service type has been reached or close to reaching max limits:
· Ability to set hard and soft stops for dollar and cent limits against system constants. Including violent vs. sexual assault claims.
· Ability to alert user to send max letter when claim award or service type reaches max allowable limit.
· Ability to "auto close" claims when claims reach the max allowable limit.
· Ability to set soft stop/notifications for time limits against system constants.
· Ability to "auto close" claims when claims reach the 18-month inactivity period.
· Ability to receive notification pertaining to duplicate claims and payments based on parameters such as victim name, date of service, and payment amount.
· Ability to receive alerts on duplicate documents.
· Ability to alert users of applications submitted by the same victim with different crime dates.

· Ability to alert users when documents are missing from payments prepared for PeopleSoft.
· Ability to have a message banner, status flag, or color coding for specific claim circumstances.
· Ability to link an unlimited number of companion and cross reference claims for both violent crime and sexual assault. When linking claims ICJI users should be able to confirm selected claim information is shared, for example, victim name, address, etc.
· Ability to have soft stops or alerts for selected required information and fields.
· Ability to notify users of incomplete claims.
· Ability for users to set timed alerts to follow-up on single claims.
· Ability for users to set timed alerts to follow-up on single letters/emails.
· Ability to enter a follow-up date to a claim when pending additional information.
· Ability for users to set timed alerts on payments with follow-up.
· Ability to notify users when document is attached to claim they are assigned.
· Ability to have a color-coded alert feature for highly sensitive situations.
· Ability to notify selected users when refunded dollars have been credited to the claim. This amount should be added to the aggregate award amount.
· Ability to alert users when claim reaches counseling incremental limit.
· Ability to alert user to email or send letter to victim/claimant when they reach counseling incremental limit.
Formulated Math Throughout the System
· Automated math for aggregate award accurately manages and present aggregate award amount that reflects all payment amounts, including pre-authorized and negotiated amounts, as well as refunded amounts.
· Automated math for lost wage limits (create multiple formulas to calculate lost wages benefit). ICJI user, based on role, can override the system calculation.
· Automated math for funeral reimbursement (create formulas to calculate funeral reimbursements for multiple claimants). ICJI user, based on role, can override the system calculation.
· Automated math for prorating payments. ICJI user, based on role, can override the system calculation.
· Automated math feature to manage committed dollars and cents for lost wages, pre-authorization, and negotiation (for internal use only).
· Hard and soft stops with warning messages for counseling limits (create formula/feature to manage counseling limits).

· Automated calculation for 180-day limit for counseling (starting from the first date of service for counseling). ICJI user, based on role, can override the system calculation.
Design of Claim Screen
· Specific fields must repeat in every screen:
· Claim status.
· Claim number.
· County of crime.
· Crime date.
· Victim/Claimant name.
· Specific fields must be locked at the top of every screen, including claim number and crime date.
· Specific fields must be bolded at the top of the main claim screen, including insurance information.
Reporting and Statistics
ICJI needs readily available reports for a variety of reasons, including federal reporting requirements, legislative enquiries, and internal processing improvement. Some of these reports are so important or so frequently used that they need to be part of the regular user interface. Many can be generated by ICJI, on demand, starting with direct access to our data and then using business-intelligence tools, pivot tables and Excel. This is an area within the system where direct access to the relevant data should be readily available.
· Reporting Requirements:
· Ability to have year-to-date expenses tracked by specific categories, including, but not limited to, service type, county, claim type (violent vs. sexual assault).
· Ability to export report data in multiple formats including CSV files.
· Ability to generate reports across time periods, service types, user activity.
· Ability to generate daily activity reports for ICJI claims analysts.
· Ability to generate reports on claim and payment status.
· Ability to generate real-time payment reports for each service type by multiple parameters including date range, open/closed claims, pending payments (approved for payment and waiting for PeopleSoft data to confirm paid).
· Ability to capture data from all fields and produce statistical reports.
· Ability to generate canned comprehensive reports that meet federal performance measure reporting requirements (PMT Report)
· Ability to generate at least ten canned reports that can by generated by given parameters (e.g., time, county, provider, victim/claimant/attorney, etc.).
· All canned reports must include a complete list of claims/payment records (with relevant claim/payment information including claim ID and victim name) that contributed to final reporting figures.
· Ability for users to run ad hoc queries and generate crosstab reports with data from all fields. 
· Ability to build custom reports.
· Reporting capabilities based on permissions - individual users must not be able to generate productivity/performance reports on other users; department managers must be able to generate reports on only their department staff; users with administrative rights must be able to generate reports on any individual user, or the agency as a whole.
· Software vendor (in-person vs online) training on reporting capabilities for ICJI staff.
· Ability to generate reports, including, but not limited to:
· All applications received online and internal.
· Tracking all funding sources.
· Tracking correspondence (emails and letters), by user.
· Expense reports.
· Payment types and budget types.
· Productivity and performance reports for users and agency including claim processing times throughout a given time, claims active at time of reporting, claims active during given time period, touches on claims in a given time period. 
· Claims submitted and processed, by vendor and user.
· Restitution funds received on claims.
· Appeals processed during a selected reporting period.
· Reporting on fields beyond counts (averages, sums, etc.).
· Automatically calculate and display the age of claims and alert users based on claim age, using defined rules; display ownership and claim status.
· Restitution reports:
· Payment summary reports based on jurisdiction and security information submitted by victim advocates - must be able to be printed and saved as PDF.
· Subrogation reports to attorneys: generate a disbursement sheet and cover letter for ICJI’s payment history on the claim; include attorney, settlements, payments received, responses to requests for letters of protection and letters of representation.
All fields, workflow steps, notes, and text areas must be reportable and searchable, including, but not limited to:
· Relationships to other claims (companion claims, cross reference claims.
· Date range parameters.
· Demographics/application fields.
· Workflow steps (including date of each workflow step beginning and end).
· Dates the claim was transferred between users.
· Amount paid on bill.
· Amount paid on claim.
· Age of active claim/task by users.
· Online applications, online bill submission, online advocate/provider.
· Incoming mail.
· Crime types and victimizations.
· All departments: Victim Support, Eligibility Services, Compensation Recovery, Processing Services, Sexual Assault Program (SAP/CAP), Violent Crime Compensation Program.
Audit Compliant
· Historical records must not be able to be altered.
· Audit trail must be created for all transactions.
· System must preserve supporting documentation/justifications in claims and payment records.
· Records created in error must not be able to be deleted. These records must be stored in a central location and archived for auditing and reporting purposes. Records created in error must be flagged for easy detection by users.
Codes and Budgets
· Ability to manage finance related codes in the system.
· Ability to manage fiscal year codes.
· Ability to perform basic accounting to track multiple budgets.
· Ability to process payments from multiple funding sources.
· Ability to track budget from each funding source and alert users when amount spent approaches budget limit or exceeds a set percentage of budget.
· Ability to adjust budget for each funding source (authorized users only).
· Ability to reconcile accounts: budget and payment figures in system should match budget and payment figures in PeopleSoft.
System Administrative Rights
Users with administrative rights must receive specialized training from selected vendor.
· Select non-IT ICJI users must have restricted administrative rights, including but not limited to:
· Ability to generate productivity/performance reports on all users, departments, and the agency.
· Ability to create, edit, and archive form letters/emails.
· Ability to create and archive codes used throughout system: denial codes and reasons, funding types, service types, financial codes, and internal order codes.
· Ability to adjust budget amounts for funding sources.
· Ability to edit internal and external user roles and permissions.
· Ability to create, edit, and archive internal and external user accounts.
· Ability to create and edit allowable limits for total claim payments (e.g., $15,000 claim limit), service type payments (e.g., counseling $3,000 maximum), and number of service type payments (e.g., counseling session maximum).
· Select IT users must have extensive administrative rights in addition to the rights held by non-IT administrative users, including but not limited to:
· Ability to assign non-IT level administrative rights to selected users.
· Ability to assign IT level administrative rights to selected users.
· Ability to create, edit, and archive reportable and searchable fields throughout system.
· Ability to create, edit, and archive workflow steps and routes between steps.
B. System Interface, Integration & Data Transmission
ICJI currently utilizes PeopleSoft for its fiscal management, accounting, and human resources areas among other modules. The Contractor-provided ICJI claims management system must be able to seamlessly interface with the PeopleSoft system with little to no manual intervention and no customizable scripts to be written by ICJI, for basic financial data for reimbursement payment. Given that the solution is turn-key and hosted, the Contractor must have demonstrated the solution's ability to specifically integrate with PeopleSoft; and any integration/customized scripts to ensure functionality must be included within the initial cost or already has been developed from prior experiences. ICJI reserves the right to bill the Contractor for customized scripts for integration or the use of IT resources as the proposal calls for no or minimum use of ICJI IT resources. The Contractor-provided claims management system shall be able to incorporate data from the PeopleSoft system in adherence with federal and state regulations as well as ICJI policies. Any cost that may be associated with this integration or any other ICJI integration must be included within the proposal. The system must interface with the US Postal Service (or other acceptable vendor) for validation of addresses, for example, verification through a tool such as Smarty (smarty.com). The Contractor must support standard API and file transfer methods and protocols for data transmission. The State has robust and comprehensive data transmission standards that operate enterprise wide. The Indiana Office of Technology (IOT) established and maintains these standards, which support IOT’s data exchange, file transfer, and API-led strategies for the State. IOT recommends that the State’s standardized technologies, MuleSoft API Management and GoAnywhere Managed File Transfer services, are employed to facilitate secure data transmission. IOT’s enterprise-standardized technologies can be found at: https://www.in.gov/iot/policies-procedures-and-standards/applications-standards/.
C. System Security
· Technology Security Standards
· The State has robust and comprehensive security standards that permeate all levels of the organization. IOT has been tasked with establishing and maintaining these security standards. The security standards include assessing security risks, developing, and implementing effective security procedures, and monitoring the effectiveness of those procedures. If the proposed solution involves information technology-related products or services, all such products or services are to be compatible with any of the technology standards found in Information Security Framework (https://www.in.gov/iot/iot-vendor-engagement/) that are applicable, including the assistive technology standard. Respondents will be required to sign a Non-Disclosure Agreement (NDA) to access the IOT Information Security Framework; Respondent’s should review the IOT Information Security Framework, and ensure their proposed solution meets all standards therein.
· Security Standards
· The State has robust and comprehensive security standards that permeate all levels of the organization. The Indiana Office of Technology (IOT) has been tasked with establishing and maintaining these security standards. The security standards include assessing security risks, developing, and implementing effective security procedures, and monitoring the effectiveness of those procedures. If the proposed solution involves information technology-related products or services, all such products or services are to be compatible with any of the technology standards found in the Information Security Framework (https://www.in.gov/iot/iot-vendor-engagement/) that are applicable, including the assistive technology standard. Respondents will be required to sign a Non-Disclosure Agreement (NDA) to access the IOT Information Security Framework; Respondent’s should review the IOT Information Security Framework, and ensure their proposed solution meets all standards therein.
· The Contractor shall have practices in place to safeguard access to the system (network security).
· The Contractor shall have practices in place to safeguard access within the system (application security).
· The Contractor shall have practices in place to safeguard data stored within the system (database security).
· The Contractor shall have practices in place to safeguard access to their facility (physical security).
· The Contractor shall have practices in place regarding import security (safeguard data while in transport).
· The Contractor shall have a SSAE 18 certification or other compensating controls for this type of requirement.
· The Contractor shall have confidentiality agreements in place with their employees.
· The Contractor shall have practices in place to require multifactor authentication (Access Indiana) for any users accessing the system inside and outside of the agency's network.

· Data and Data Retention
· The Contractor shall allow ICJI to determine and manage its own data retention policy.
· The Contractor application shall include a user interface and data import mechanisms that will allow ICJI to alter and remove information.
· The Contractor shall ensure when information is deleted from the application, it is completely removed from the application databases. For example, if a document is uploaded to the wrong claim, ICJI users with the appropriate security should be able to delete the document from the claim with the assurance it has been removed from the system.
· The system must have flexible data exporting capabilities of various datasets for business intelligence use and ICJI data warehousing as well as data governance purposes.
· Complete metadata required:
· Technical Metadata – Includes database schemas, mapping and code, transformations and quality checks.
· Business Metadate – Includes glossary of terms, governance processes, application and business context metadata.
· Operational and Infrastructure Metadata – Includes run-time statistics, time stsamps, volume metrics, log information, system and location.
· Compliance
· ADA 508: The Contractor application must be compliant with ADA 508 standards. Section 508 of the Rehabilitation Act (29 U.S.C. 794d), as amended, is a federal law that requires agencies to provide individuals with disabilities equal access to electronic information and data comparable to those who do not have disabilities, unless an undue burden would be imposed on the agency.
· HIPAA: The Contractor application shall reinforce and promote awareness of HIPAA policies if applicable.
· Meets State security standards and meets FedRAMP requirements for standardized security.
· General data protection requirements (GDPR): The Contractor application must be compliant with GDPR standards.
· Other: The Contractor application must comply with industry, state and ICJI policies, procedures and best practices related to firewalls, information security, email, SPF records and access control.
· Access to the System
· The Contractor system shall be web based and must be accessible via standard internet browsers (e.g., Mozilla Firefox, Google Chrome, Internet Explorer/Edge, and Safari), Windows and Mac platforms, mobile web devices (smart phones) and tablets.
· The Contractor system must support single sign on user account management (Access Indiana). ICJI prefers that the solution authenticate ICJI end users through their existing ICJI credentials via interface with Active Directory.
· The Contractor system must provide an automated mechanism for authentication with the ICJI account system.
· The Contractor system must provide a mechanism for manual addition and removal of user accounts.
· The Contractor system must provide a manual mechanism for creating test user accounts.
· Identify Access Management (IAM) and Privileged Access Management (PAM) are critical security tools. However, they can sometimes prevent users from accessing the system, affecting production and customer services. A method to bypass normal security controls (“break glass”) is needed. ICJI will determine who will have emergency break glass access and under what circumstances. The break glass accounts will be pre-staged, have global admin rights, and be exempt from normal access controls (i.e., MFA).  
· The Contractor system may be hosted remotely.
· The Contractor system must provide a 99% threshold for uptime and outages.
· The Contractor shall ensure communication is provided for expected/planned outages due to upgrades and maintenance at least five (5) business days in advance.
· Management of Users within the System
· The Contractor system must provide role- based permissions.
· The Contractor system shall provide the ability to create custom roles. For example, a claims analyst may need to be upgraded to Team Lead with associated system access.
· The Contractor system shall provide user-based permissions.
· The Contractor system shall ensure that hosted Personally Identifiable Information is encrypted "at rest" and in transit.
· The system must be able to provide customized data exporting capabilities based on industry standard methods for use by ICJI to utilize in data warehousing and predictive analytics.
· Respondents are required to review and respond to the questions included in Attachment K, Cloud Questionnaire if the proposed solution is not hosted on the State's infrastructure or managed cloud solutions. In addition to completing the Cloud Questionnaire, a respondent may be requested to provide the following documentation:
· A SOC 2 Type II audit report. SOC (Systems and Organizations Controls) 2 is a security framework that specifies how organizations should protect customer data from unauthorized access, security incidents, and other vulnerabilities. SOC 2 Type I reports evaluate a company’s controls at a single point in time. SOC 2 Type II reports assess how those controls function over a period, generally 3-12 months. We would request the Type II report. 
· Applicable security policies, procedures, or runbooks. A security policy (also called an information security policy or IT security policy) is a document that spells out the rules, expectations, and overall approach that an organization uses to maintain the confidentiality, integrity, and availability of its data. It clearly spells out how compliance is monitored and enforced. We would like samples or snippets of what things a vendor does to protect our State of Indiana data. Could be referred to as an ISF (Information Security Framework)
· A penetration test report. Penetration testing is security testing in which assessors mimic real-world attacks to identify methods for circumventing the security features of an application, system, or network.
· Static code testing results. This is an application testing method in which an application’s source code is examined to detect potential security vulnerabilities.
· Dynamic code testing results. Dynamic testing is the method of debugging an application’s source code in a run-time environment, i.e., when the application is running. It is used to identify security vulnerabilities while the program is running.
· Infrastructure as code scan testing results. Infrastructure as code, also known as software-defined infrastructure, allows the configuration and deployment of infrastructure components faster with consistency by allowing them to be defined as a code and enables repeatable deployments across environments. It is used to identify security vulnerabilities in the deployment process.
· An application or systems diagram. Describes the solution’s architecture, dataflows, and/or topology. As a high-level diagram that shows the information system’s basic structure, software components, relationships to other important services, and their properties. We are seeking clarity on the relationships the vendor solution has with external (cloud) components such as users, databases, and services.
· Please note that the awarded Respondent must coordinate and cooperate with IOT to help ensure up-to-date system security is in place.

